
Digital Banking Safety: How to Use your Debit Card Safety

What to do and not do... 
 

Check your bank 
statements on a  
regular basis. 
 
Sign the back of your 
debit card immediately. 
 
Change your personal 
identification number 
(PIN) and password every  
few months. 
 
Avoid paying for items 
over the phone. 
 
Don’t share or post an 
image of your card. 
 
Only use ATMs that are 
associated with a bank; 
stay away from potential 
“skimming” locations such 
as gas stations and 
random kiosks. 
 
 

If you lose your card or 
suspect it has been stolen, 
report it immediately to 
your bank and cancel the  
missing card. 
 
Do not share details of 
your card such as PIN  
or password. 
 
Set up transaction alerts. 
 
Avoid transactions on  
public networks. 
 
Protect your debit card 
like you would cash. 
 
Report suspicion of  
fraud to the bank  
and authorities.


